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Web Based Application e-Push Sever Linux and Windows Based 
 

The Software has been written using Java 1.8 Version for easy Integration across all OS 
platforms. It has been created to do Seamless Integration for managing ESSL Attendance 
Devices over the Web. 
 
Following operations can be performed using the e-PUSH SERVER Software – 

 Create Users, Employees and Device Information 
 

 Upload Employees, Upload Employees Fingerprints, Face, Palm, cards, 
Password Create Device Commands for device execution 

 

 View Attendance Log Reports, Device Operation Log Reports, Device Command 
Log Report 

The Software can be deployed on following Operating System – 
 Windows 
 Linux 
 Mac 

 

The Software can be deployed on following Web Server on Windows operating System - 
 IIS with Apache Tomcat 
 Apache with Apache 
 Tomcat Apache Tomcat 

 

The Software can be deployed on following Web Server on Linux operating System – 

 Apache server with Apache Tomcat  
 Apache Tomcat 

 

 

The Software Backend Data Management is managed using following Databases - 
 Microsoft SQL Server  
 MYSQL Server 

 Oracle Server 
 Postgres SQL  

 

The features of the software are – 
 Less Database connectivity because of better data management inside the software 

 Real time attendance data updated for processing 

 Software can handle Load Balancing 

 Hardware requirement is less. 
 It can be hosted on LAN or WAN Network 

 Fixed database table structure for managing the software. 
 Device logs table is created based on month and year. 

 We can integrate the system with other system easily. 
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Application Front Page 

 

Username : root 

Password  : root 

 

Main Window 
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Main Window Tabs: 

 

1. Dashboard  

2. Admin  

3. Master  

4. Device Management 
 

1. Dashboard : 
 

In Dash board we can view live data [Log records] 

 

a. Total Employee: Total number of employees enrolled.  

b. Total Devices: Total number of devices connected.  

c. Total Log of Month: Total number of punch records in a month.  

d. Total Log the day: Total number of punch records in a day. 
 

2. Admin : User Info 
 

 

User Info is used to create application login users with ADD option and also can 

SEARCH, EDIT, FILTER the users 



 

 

User Info Search 

 

 

User Info Edit 
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User Info Filter - 

 

 

 

3. Masters : 
 

Master  Employee Info 

The option is used to display the employee’s information which is pushed from the 

biometric devices and also can EDIT, SEARCH employee details. 
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Employee infoEdit 

 

 

Employee info  Search 

 

Employee info  Upload Employee Info  

In this option we can upload employees information through excel sheet format we given in 
master - employees  
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4. Device Management 
 

It is used to add the devices in the application and also to search the devices 

Device Management  Device Info  

 

 

ADD Device info – 

 

 

 

Device name: To assign a device name. 

Short Name: To assign a short name. 
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Serial Number: To assign 19 digit serial number of the biometric device (It is Mandatory 
for device communication) 

IP address: To assign device ip address 

Location: To assign device location 

 

Time Zone: This option is used for time synchronization where one can assign time zone 
value and as per that device timing automatically get synchronized with the server timing 

Example: 

India Time Zone [+5.30]:- +5:30 value is not recognized by the software so it 

is converted into minutes and then added to the software i.e., mentioning as 
330 minutes [(5*60) +30] 

Dubai Time Zone [+4.00]:- +4:00 value is not recognized by the software so it 

is converted into minutes and then added to the software i.e., mentioning as 240 
minutes [(4*60) +0] 

Time Out: when device is in idle mode and no punches are made then the 

device will get disconnected with the server after the set time. Default 300 
second is assigned 

Device Info Search Option 
 

The option is used to search the added device by its Device ID, Device Full Name, 
Serial Number, Last Ping Date, stamp, Op stamp, PH-Stamp, Edit, Status wise. 

 

 

 

 

 

 

 

 

 

 

 8 



 

 

 

Right click on device – 

All the below commands will execute only if the device is online 

 

Reset Device error: At the time of connecting device to the software device will throw a 

error if the device is not compatible with the software. The command is used to clear these 
errors 

 

Reset Transaction Stamp: The command is used to send a request to the device for 
resending all the log data to the application. 

 

Reset OP Stamp: The command is used to send a request to the device for resending all 
the users along with fingerprint templates to the application. 

Reset PH-Stamp: The command is used to send a request to the device for resending all 
the users along with Attendance Photo to the application. 

 

Clear Logs from device: The command is used to clear all the logs from device. 

 

Change Device Ip address: The command is used to change the device Ip address. 

Change Device subnet mask: The command is used to change the device subnet mask. 

 

Change Device Gateway: This command will change the device gateway. 
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Change Device Card Key: The command is used to change the mifare card password 
for the devices integrated with the mifare 

 

Restart Device: The command is used to restart the device. 

 

Device Management  Device Log 

Device Logs contains raw data in which log records can be viewed and also used to 

filter Device wise and Date (From-To date) wise records 

 

Auto- Reload: - The option is used to refresh the page automatically  

Top – 500, 1000, 1000, 5000, 50000,100000 logs can be filtered 
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Device Logs Search Logs 

 

The option is used to search device logs by Device–LogID, Device Name, Serial Number, 

Device Location, Employee code, Employee name, Log date, Download date, Verify 
method ,Lat , Long , Log.Img 
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Device Management Device Commands 

The device command is used to view the status of the commands 

For Example: - Upload users or fingerprint templates, reset OP stamp, reset transaction 
stamp, reset PH-photo Stamp etc 

 

 

 

Device Management Device Operation Log 

The option will display the operations of the device.  
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Device Management Device Employees 

Device employees is we can view users in device monthly wise and device wise we can filter then view in 
that particular month logs is there in any particular device we can filter and view 

 
 

Device Management  Upload Employees to Devices 

The option is used to upload users to the devices through software 
The search filter tab is used to select the particular employee and device for uploading it 
to the multiple devices 
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Device Management  Delete Employees from Device 

The option is used to delete the employees from devices 
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Device Management – Upload Employees Attendance for a Device 

Through pen drive we can take the raw data from Offline device upload data in 

epushserver database 
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Device Management- Device Employees Privilege  

Through this option we can set admin privilege in Device 

 

 

 

Device Management- Remote Employee Enrollment in Device  

Through this option we can send user id to device then in device it will pop up finger print 

option we can punch time 3 time it will enroll and it save finger print in device. 
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